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With So Many Cyber Threat Models or Frameworks 
Why build another?
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… Because comparison of threat data across models 
and users is problematic

Following a common approach helps to:

• Establish a common ontology and enhance information-
sharing since it is easier to map unique models to a common 
standard than to each other

• Characterize and categorize threat activity in a 
straightforward way that can support missions ranging from 
strategic decision-making to analysis and cybersecurity 
measures and users from generalists to technical expert

• Achieve common situational awareness across organizations
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Common Cyber Threat Framework
Hierarchical, Structured, Transparent and Repeatable
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This Common Approach Facilitates Grouping and Comparison 
of Cyber Threat Activities Seen from Different Perspectives
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